
Barbarians at the Gate

Cybersecurity for Business Survival
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First 8 years

> Software 

development

> Network 

operations

> Incident response

Next 9 years

> Sarbanes Oxley 

404 consulting

> PCI DSS 

assessment

> Security and IT 

audits

2

More than 20 years and 25 cities

> Security 

management

> IT internal audit

> Technology risk 

management

> Cybersecurity 

consulting
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Last 4 years …

Ethical hacking services 

built on bug bounty model

Online publication for 

data protection, privacy 

and cybersecurity pros

Conference for data 

protection, privacy and 

cybersecurity leaders

swarmnetics.com dataprivacyasia.com cpomagazine.com
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Get a working knowledge 

of cyber risks and controls
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Objective:
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Understand how digitalization 

has led to growth of the both 

the economy and cybercrime

Evolving Cyber Threat Landscape
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Learn more about cyber threats 

and the prevalent attacks

You Have Either Been Hacked 
or Will Be
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Discuss an effective approach 

to cyber defense

Keeping the Barbarians 
Outside the Gate
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Take a look at the future 

of cyber defense

My Tech Is Better 
Than Your Tech
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Evolving Cyber 
Threat Landscape
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Digitalization to produce

US$100 trillion
in value by 2025.

10

Rise of the digital economy

https://www.weforum.org/press/2016/01/100-trillion-by-2025-the-digital-dividend-for-society-and-business/
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Connectivity

11

Accelerated by growth in …

Data

Technology
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One minute on the Internet in 2017
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180,000,000,000,000,000,000,000
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180 zettabytes

by 2025
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1 byte =

17



Public |

18Asia’s Premier Data Protection, Privacy and Cybersecurity Conference |

1 byte =
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4.4 ZB

2013 2025

180 ZB

?

User Generated 

Content

19
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100 GB/h
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100 GB/h

21
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22Asia’s Premier Data Protection, Privacy and Cybersecurity Conference |
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Analogue 

World

Digital 

Personal 

Data
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2013 2025

180 ZB

Machine Generated 

Content

Location 

Data

Measurement 

Data

Status Data

80 billion
connected

devices
by 2025

Active → Passive Generators

4.4 ZB

User Generated 

Content

24
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> Data hungry – Convert analogue 

world to digital data

> Enabled by Internet of Things (IoT), 

data analytics, artificial intelligence, 

surveillance tech

> Smart metering, smart cameras, 

facial recognition, video/audio 

analytics, environmental monitoring

Smart city 
investments –
US$135 billion 
by 2021

https://www.idc.com/getdoc.jsp?containerId=prUS43576718
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90 offer single entry portals on public 

information and/or online services

128 provide data sets on government 

spending in machine readable formats

148 provide at least one form of online 

transactional services.

26

Countries push for eGovernment

https://publicadministration.un.org/egovkb/en-us/reports/un-e-government-survey-2016

https://www.tech.gov.sg/Digital-Government-Transformation/Digital-Government-Blueprint
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Digital banking users 
to reach 2 billion in 
2018, representing 
nearly 40% of global 
adult population

https://www.juniperresearch.com/press/press-releases/digital-banking-users-to-reach-2-billion
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Electronic payments continue to grow rapidly

https://www.worldpaymentsreport.com/reports/noncash
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Cyberattacks:
Top 10 global risks for 
doing business

Cybercrime:
Cost to hit US$8 trillion 
over the next five years

http://reports.weforum.org/global-risks-2018/global-risks-2018-fractures-fears-and-failures/
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More than 9 billion 
data records lost or 
stolen since 2013

* As of July 2018

https://breachlevelindex.com/

3.4B
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More than 700 million 
malware in 2017

* As of July 2018

https://www.av-test.org/en/statistics/malware/

700M
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Financial Sector: Data breach cost 40% more

* Top five sectors for comparison

Source: Ponemon Institute, Cost of Data Breach Report 2014-2018

μ = $145 μ = $154 μ = $158 μ = $141 μ = $148

40%



Public | 33

Where does the 
stolen data go?

https://www.glweb.eu/blog/infografiche/item/15-difference-between-the-surface-web-the-deep-web-and-the



Public | 34

Credit card data

https://www.secureworks.com/resources/rp-2016-underground-hacker-marketplace-report
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Email and social media accounts

https://www.secureworks.com/resources/rp-2016-underground-hacker-marketplace-report
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Bank accounts and credentials

https://www.secureworks.com/resources/rp-2016-underground-hacker-marketplace-report



Public | 37

Cybercrime-as-a-service

https://www.secureworks.com/resources/rp-2016-underground-hacker-marketplace-report
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Identities, passports, social security, etc.

https://www.secureworks.com/resources/rp-2016-underground-hacker-marketplace-report
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> Includes victim’s financial, geographic and 

biographical information

> Facilitate identity theft and impersonation-

based fraud

> Can include premium information e.g. 

passport scans, answers to “secret questions”

> Cost around US$10

39

Fullz – Full set of PII

https://www.secureworks.com/resources/rp-2017-state-of-cybercrime



Public |

> Legitimate business banking 

accounts and documentation

> Authorized to receive and 

transfer more funds per 

transaction than personal 

accounts

> Easy to transfer large 

amounts of money in a short 

period of time

40

Offshore bank drop

https://www.secureworks.com/resources/rp-2017-state-of-cybercrime
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Buy ATM “Jackpotting” Malware

https://www.secureworks.com/resources/rp-2017-state-of-cybercrime
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You Have Either Been 
Hacked or Will Be
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Threats exploits vulnerabilities to cause harm

https://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-30r1.pdf
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Who are these 
barbarians?

(source)

What do 
they want? 

(intent)

How 
powerful 
are they?

(capability)

How badly do 
they want it?
(motivation)

Know 
Your 

Enemy
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Just for Fun!

> Make a name in the hacker scene

> Happy with the acquired knowledge

> No real target, anything will do, 

preferably well-known (e.g. 

Facebook, Google, …)
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> Social or political motive

> Targets at governments or large 

companies

> Attacker wants high visibility (e.g. 

defacing, DoS, …)

Hacktivism
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> Driven by profits, make as much as 

possible in the shortest time

> Target personally identifiable 

information (PII) and critical 

resources

> Use direct attacks at system (e.g. 

application, payment, ATM, …)

Cybercrime
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> Motivated by political, economic, or 

military agendas

> Well-funded and use sophisticated, 

targeted attacks

> Not interested in short-term gains, 

but wants long-term foothold 

> Target large organizations or critical 

infrastructure

State Sponsored
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How do they 
do it?

(action)

Know 
Your 

Enemy
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Cyber Kill Chain – Sophisticated, Persistent

https://www.lockheedmartin.com/content/dam/lockheed-martin/rms/documents/cyber/Gaining_the_Advantage_Cyber_Kill_Chain.pdf
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> Harvest email addresses

> Identify employees on social media networks

> Collect press releases, conference attendee lists, etc

> Discover internet-facing systems

52

Reconnaissance – Identify the Targets
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> Identify vulnerability to exploit

> Package malware – exploit and backdoor (“payload”)

‒ Exploit: Means to obtain control by attacking the 

vulnerability

‒ Backdoor: Provides attacker with access to the system

> Setup command and control (C2) infrastructure

53

Weaponization – Prepare the Operation
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> Deliver the malware to the target

‒ Attack the web servers

‒ Send malicious email

‒ Drop USB stick (with malware)

‒ Interact through social media (e.g. malicious link)

‒ “Watering hole” websites (i.e. infect sites where victims 

gather)

‒ …

54

Delivery – Launch the Operation
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> Exploit software, hardware, or human vulnerability

> Attacker triggered

‒ Exploit vulnerability on system (e.g. website)

> Victim triggered

‒ Open email with malicious attachment

‒ Click malicious link

‒ Insert malicious USB stick

55

Exploitation – Gain Access to Victim
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> Install backdoor on the victim

> Create point of persistence (e.g. autorun a service)

> Make malware appear as part of system

56

Installation – Establish Beachhead
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> Open communications channel to C2 infrastructure

> Usually over web, DNS and email protocols

> C2 infrastructure may be owned by the attacker or sitting on 

another victim network

57

Command & Control (C2) – Remote Control
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> Collect user credentials

> Privilege escalation (i.e. gain higher access rights)

> Internal reconnaissance (i.e. gather more information)

> Lateral movement through environment (i.e. exploit more 

victims to move towards “bigger” target)

> Collect and exfiltrate data

> Destroy systems or delete data

> Overwrite, corrupt or modify data or transactions

58

Action on Objectives – Achieve the Goal



Public | 59

In reality based on actual breaches …

73% 76%

https://www.verizonenterprise.com/resources/reports/rp_DBIR_2018_Report_en_xg.pdf
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How the bad guys get in …

48% Hacking

30% Malware

17% Social Attacks

https://www.verizonenterprise.com/resources/reports/rp_DBIR_2018_Report_en_xg.pdf
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How the bad guys get in …

Common Path: Phishing individuals 

(Social Attacks) and installing keyloggers 

(Malware) to steal credentials (Hacking)

48% Hacking

30% Malware

17% Social Attacks

https://www.verizonenterprise.com/resources/reports/rp_DBIR_2018_Report_en_xg.pdf
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Pretexting attacks targeting employees 

in finance or HR:

> Impersonates C-level executive and 

influence Finance staff to transfer 

money (typically 6-figures)

> Targets HR information (e.g. salary, 

etc.) to file fraudulent tax returns on 

behalf of employees and deposit 

refunds to attackers’ account

62

Phishing & pretexting – 90% of social attacks
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Phishing baits victims to 

> Open malicious attachment

> Click on link to a page that request 

credentials or drop malware

4% of recipients will click/open 

(attacker just needs one)

16m to first click in most campaigns

59% financially motivated

41% motivated by espionage

70% of state-sponsored breaches

63

Phishing & pretexting – 90% of social attacks
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Hope you have not seen this screen
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US$41.5M sales (excl. held inventory and halted production)

US$117M sales (Reckitt Benckiser owns Dettol, Durex)

US$290M sales (French building manufacturer)

US$300M business cost (incl. reinstall 4K servers, 45K PCs)

US$300M operating cost

US$310M sales and operating costs (expect to double)

66

Ransomware – 56% of malware attacks

NotPetya
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> Most common – Banking Trojan botnets 

and Denial of Service

> “Everything else” – Phishing accounts 

for more than half of incidents

> “Crimeware” – Ransomware is top

> “Web applications” – Hacking

67

Financial and insurance sector
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3. Trojan captures victim’s credentials

‒ Use keylogging to record data

‒ Add extra fields to web forms (e.g. 

capture victim’s PIN)

‒ Change website wording or trigger 

popup forms

3. Trojan authenticates session, and criminals 

perform transactions

> Redirect victim to fake website that 

resembles legitimate site

> Victim enters credentials (incl. SMS or other 

2FA code) in fake website, and trojan enters 

them into the legitimate site.

68

How bank trojans typically works

https://www-01.ibm.com/common/ssi/cgi-bin/ssialias?htmlfid=77014377USEN

1. Victim infected by malicious email attachment (“phishing”) or by visiting a compromised/infected 

website (“drive-by downloads”)

2. Trojan identifies when victim is visiting a banking website.

OR
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Case Study: Equifax Breach 2017

Sep 7

Equifax disclose 

data breach

Jul 29

Discovered 

data breach

Impact

143M Americans (incl. 209K 

credit card numbers, 182K 

dispute documents with PII)

Mid-May

Hackers download 

data

Sep 16

CIO & CISO 

resigns

Sep 26

CEO 

resigns

Equifax

Credit bureau providing credit monitoring and 

fraud-prevention services. Aggregates data of 

800M consumers and 88M businesses.
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Slow detection and long notification period

Sep 7

Equifax disclose 

data breach

Jul 29

Discovered 

data breach

Mid-May

Hackers download 

data

11 weeks 6 weeks

Impact

Compromised data out in the market for 17 weeks 

and identity fraud, etc. may have already occurred.
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Ineffective security patch management

Sep 7

Equifax disclose 

data breach

Jul 29

Discovered 

data breach

Mid-May

Hackers download 

data

Mar 7

Critical Apache Struts 

vulnerability found and 

patch released next day

Jul 30

Patch applied 

on system

21 weeks

Admitted they knew about the 

patch and had attempted to 

apply it to all their systems.
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1. Directed potential victims to a separate 

domain (equifaxsecurity2017.com) instead 

of main, trusted website (equifax.com)

‒ Bugs were found on the site

‒ Developer Nick Sweeting set up 

securityequifax2017.com to show how 

site can be spoofed

‒ Tweeted the fake link 4 times by 

mistake

2. Calls to dedicated hotline 

unanswered

3. Customers offered free credit 

monitoring services but by 

doing so, waive their rights to 

sue 

72

Poorly orchestrated breach response
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Keeping the Barbarians 
Outside the Gate
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When you're right, 
nobody remembers.

When you're wrong, 
nobody forgets.

– Muhammad Ali

Nothing happens 

S *** happens 
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Attacker’s Advantage
– Bad Guys need one hole, Good 

Guys need to cover all holes

1
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31% increase in vulnerabilities in 2017

17% of more than 20K vulnerabilities in 2017 rated as critical

38% of reported vulnerabilities in 2017 did not received a CVE ID → 

excluded from most vulnerability scanners

76

Exponential rise in software vulnerabilities

https://www.riskbasedsecurity.com/2018/02/7900-vulnerabilities-in-2017-you-arent-aware-of-may-put-your-organization-at-risk/

https://puppet.com/resources/whitepaper/state-of-devops-report
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Resource constraints
– Budget and workforce shortage2
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66% recognize they do not have enough staff to address current threats

68% believe there is a lack of qualified personnel

70% want to increase size of cybersecurity staff

78

Cybersecurity Workforce Gap – 1.8M by 2022

https://www.isc2.org/News-and-Events/Press-Room/Posts/2017/06/07/2017-06-07-Workforce-Shortage
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Only 31% say cybersecurity budget sufficient

https://info.resilientsystems.com/hubfs/IBM_Resilient_Branded_Content/White_Papers/2018_Cyber_Resilient_Organization_Study.pdf
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Limited Visibility
– Not knowing your weaknesses 

and how well you are doing

3
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46% lack visibility

https://info.resilientsystems.com/hubfs/IBM_Resilient_Branded_Content/White_Papers/2018_Cyber_Resilient_Organization_Study.pdf
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1. Offense informs defense > Use actual attacks for continual learning

> Build effective and practical defense

> Focus only on controls proven to stop 

known real-world attacks

82

Useful guiding principles for cyber defense
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1. Offense informs defense

2. Active prioritization

> Invest first in controls that provides greatest 

risk reduction and protection

> Focus on controls that can be feasibly 

implemented in your environment

> Establish common metrics to provide a 

shared language across organization

83

Useful guiding principles for cyber defense
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1. Offense informs defense

2. Active prioritization

3. Continuous diagnostics

> Measure the effectiveness of cyber defense 

for rapid iteration

> Continuously test and validate effectiveness 

of current security defense

> Continuously identify vulnerabilities and 

weaknesses

84

Useful guiding principles for cyber defense
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Use a recognized framework for guidance

Understand your organization’s cyber maturity and 

what is needed

Know your vulnerabilities – people, process, technology

Prioritize (“must do” over “good to do”) controls based 

on real-world effectiveness against real-world attacks

Automate and orchestrate as far as possible

85

What to do?

5

4

3

2

1

Assess and 

measure 

continuously 

to increase 

effectiveness
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a. ISO/IEC 27001 and 27002 Information security management systems

b. ISF Standard of Good Practice for Information Security

c. NIST Cybersecurity Framework

d. CIS Controls

e. New York Department of Financial Services Cybersecurity Regulations

f. COBIT 5

g. NAIC Insurance Data Security Model Law

86

Use a recognized framework for guidance1

https://www.iso.org/isoiec-27001-information-security.html
https://www.securityforum.org/tool/the-isf-standardrmation-security/
https://www.nist.gov/cyberframework
https://www.cisecurity.org/controls/
https://www.dfs.ny.gov/legal/regulations/adoptions/dfsrf500txt.pdf
https://www.isaca.org/cobit/pages/default.aspx
https://www.naic.org/documents/cmte_ex_cswg_related_ins_data_security_model.pdf
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> First released in Feb 2014, directed by 

Obama’s Executive Order (EO) 13636

> Created through industry and government 

collaboration

> Prioritized, flexible, repeatable and cost-

effective approach

> Gartner forecasts 50% adoption (U.S.) by 2020

> Latest version 1.1 released April 2018

87

NIST Cybersecurity Framework (CSF)
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IDENTIFY PROTECT DETECT RESPOND RECOVER

Develop an organizational 

understanding to manage 

cybersecurity risk to 

systems, people, assets, 

data, and capabilities.

Develop and implement 

appropriate safeguards 

to ensure delivery of 

critical services.

Develop and implement 

appropriate activities to 

identify the occurrence 

of a cybersecurity event.

Develop and implement 

appropriate activities to 

take action regarding a 

detected cybersecurity 

incident.

Develop and implement 

appropriate activities to 

maintain plans for 

resilience and to restore 

any capabilities or 

services that were 

impaired due to a 

cybersecurity incident.

88

Consists of 5 functions

Provides a set of activities to achieve 

specific cybersecurity outcomes 

Functions
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IDENTIFY PROTECT DETECT RESPOND RECOVER

> Asset Management

> Business Environment

> Governance

> Risk Assessment

> Risk Management

> Strategy Supply Chain 

Risk Management

> Identity Management, 

Authentication and 

Access Control

> Awareness and 

Training

> Data Security

> Information Protection 

Processes and 

Procedures

> Maintenance

> Protective Technology

> Anomalies and Events

> Security Continuous 

Monitoring

> Detection Processes

> Response Planning

> Communications

> Analysis Mitigation 

Improvements

> Recovery Planning

> Improvements

> Communications

89

23 categories and 108 subcategories

Categories (Groups of Outcomes)

Subcategories (Specific Activity Outcomes)
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> Prioritized set of actions

> Mitigate the most common attacks

> Developed by a community from 

wide range of sectors

> Based on first-hand experience

> Started as grassroots effort to cut 

through “more is better” thinking

90

CIS Controls™ – Top 20
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> Should be among the very first things to be done

> Create a strong foundation for your defense

> Referred to as “Cyber Hygiene”

91

Basic Controls (47 sub-controls)
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Foundational Controls (88 sub-controls)
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> Foundational part of cyber defense program

> More focused on people and processes

> Pervasive across the entire enterprise

93

Organizational Controls (36 sub-controls)
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Understand your organization’s cyber 
maturity and what is needed

2

https://www.sans.org/reading-room/whitepapers/analyst/curve-maturity-model-endpoint-security-36342

https://cmmiinstitute.zendesk.com/hc/en-us/articles/360000175667-How-is-CMMI-V2-0-different-from-V1-3-
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Know your vulnerabilities – people, 
process, technology

3

People are the 

weakest link

People are the   

first line of defense
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> Focus on areas of weaknesses

> Customized based on user groups –

developers, HR, finance, etc.

> Bite-sized information through variety of 

channels – mobile, video, images, etc.

> Increase engagement – gamification, 

social, challenges, incentives, etc.

> Continuous delivery and update

> Measure effectiveness and retention

96

Train, test and repeat
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Phishing simulations

Failure Rate General Recommendations

0 – 10% Targeted reminders to offenders

11 – 25% Phishing awareness email reminder across entire 

organization

26 – 50% Phishing awareness email reminder across entire 

organization and training for high-risk job functions

51 – 75% Phishing awareness email reminder and training across 

entire organization

76 – 100% Phishing awareness program across entire organization

36%

Users who submit 
credentials

18%

Users who click
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Software vulnerabilities unavoidable

t

Q
Exponential 

increase

> Application 

complexity

> Vulnerabilities 

interplay

R1.1 R1.2 R1.3 R2.0 R2.1 R2.2

Exposure

R2.3

Non-scientific representation
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No security assessment

t

Q

Exposure

Non-scientific representation
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Using vulnerability scanning tools

t

Q

Exposure

False positives = Wasted resources

Discovered vulnerabilities = 

Reduce exposure

> Limited impact on 

the curve gradient

> Depends on 

capability of the 

tool, user and 

process

Non-scientific representation
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Is hacking yourself enough?

t

Q

Exposure

300+ 

days

Annual 

Penetration 

Testing

> Still a long 

exposure period

> Depends on 

tester’s time, 

motivation and 

capabilities

Non-scientific representation

Discovered vulnerabilities = 

Change curve
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Doing it a lot more often

t

Q

Exposure

Discovered vulnerabilities = 

Flatten curve

“Continuous”?

> Test Early, Test 

Often, Test 

Forward?

> Constraint by 

Budget (staff, 

services spend)

Non-scientific representation
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How do we engage White Hats?

t

Q

70s 80s 90s 00s 10s 20s

First

Pentest

Tiger Teams

Emerge

Outsourcing

as an option

First Bug

Bounty

Managed Bug

Bounty

Non-scientific representation

In-house

Outsource

Bug bounty

New 

Engagement 

Models
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a. Determine gaps based 

on selected framework, 

maturity assessment  

and required level 

(remember: regulatory 

requirements)

b. Prioritize implementation 

based on real-world 

effectiveness

104

Prioritize controls based on real-world 
effectiveness against real-world attacks

4

IDENTIFY
Categories Subcategories

PROTECT
Categories Subcategories

DETECT
Categories Subcategories

RESPOND
Categories Subcategories

RECOVER
Categories Subcategories

Level 1 Level 2 Level 3 Level 4 Level 5ACSC Essential Eight

> Application whitelisting

> Patching applications

> Configuring Microsoft 

Office macro settings

> Application hardening

> Restricting admin privileges

> Patching operating systems

> Multi-factor authentication

> Daily backups

Originally published by the Australian Signals Directorate 

as the Top 4 Strategies that mitigates 85% of intrusions 

that the Australian Cyber Security Centre responds to.
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64% say increases productivity 

of security personnel 

60% say helps address the 

volume of threats

54% say simplifies detection 

and response process

Automate: Use technology in 

place of manual processes (i.e. 

reduce dependency on 

qualified human resources)

Orchestrate: Integrate security 

tools, streamline processes 

and drive automation

105

Automate and orchestrate as far as 
possible

5

https://globenewswire.com/news-release/2018/06/26/1529520/0/en/Cybersecurity-Professionals-Face-

Challenges-on-the-Path-to-Automation-Reveals-Juniper-Networks-and-Ponemon-Institute-Report.html
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Automate and orchestrate as far as 
possible

5

Cloud Update

Security automation 

and orchestration

3rd party 

security services

Security devices

AI

Integration
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My Tech Is Better 
Than Your Tech
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1. Security testing at scale

Massive scanning to identify open 

ports (to communicate with systems) 

and testing of security vulnerabilities.

2. Automatic vulnerability discovery 

and mitigation

Automatic defense (offense) systems 

that discover and fix (exploit) security 

vulnerabilities.

3. Emergence of AI-driven arms race

Both defenders (anticipate and 

prevent attacks) and attackers 

(evade detection and increase 

success rates) are adopting the 

same technology.

108

Some key trends
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MASSCAN: Mass IP Port Scanner

> Scans open ports

> Retrieves banners

> 6 minutes for the whole internet

Hosted by Censys – scans.io

> Regularly scans Alexa Top Million 

websites

109

Mass scanning the internet
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> Extract data from Twitter users

> Use machine learning for profiling

> Send automated spear phishing 

tweets targeted at individual users

110

Zerofox Experiment – Automated Phishing

Phishing (mostly automated): 5-14% accuracy

Spear Phishing (highly manual): 45% accuracy

Zerofox (fully automated): 30% accuracy

https://www.blackhat.com/docs/us-16/materials/us-16-Seymour-Tully-Weaponizing-

Data-Science-For-Social-Engineering-Automated-E2E-Spear-Phishing-On-Twitter.pdf
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> World’s first all-machine cyber hacking 

tournament

> Each team created machines that autonomously 

defend their system and attack the opponent

> Each team is given a vulnerable system

> Each autonomous machine finds and patch 

vulnerable code in their system, and at the same 

time, attack their opponents’ vulnerable systems 

before they are fixed

111

DARPA Cyber Grand Challenge 2016

https://www.cybergrandchallenge.com
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> Anti-malware solutions are using machine 

learning to detect new malware

> Malware authors try to attack the algorithm to 

look for ways to bypass

> Use machine learning algorithm (MalGAN) to 

generate malware examples that can bypass 

black-box machine learning based detection 

models – near zero detection rate
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Generative Adversarial Network (GAN) Study

https://arxiv.org/abs/1702.05983
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> Programs where White Hats tries to find 

vulnerabilities by hacking a system

> White Hats are given monetary rewards or 

recognition (fame)

> Programs can be public or private

> Participants can be unlimited or by invite only

White Hat

An ethical hacker who 

specializes in penetration 

testing to find security 

vulnerabilities.

113

Bug bounties – Engaging the White Hats
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More than 600 Public Programmes Globally
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260 bugs since Mar 2015

198 bugs since Sep 2016

~1,000 bugs in 2014
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Use of bug bounties for financial services

>80
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Contact

weichieh@swarmnetics.com

+65 93828982

linkedin.com/in/weichieh

twitter.com/weichieh
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Q&A
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